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Privacy Policy 

Purpose: This policy outlines how the school uses and manages personal or sensitive information 

provided to or collected by it. The school is bound by the Australian Privacy Principles 

contained in Schedule 1 of the Privacy Act 1998 (Cth). 

Scope: Under the Privacy Act 1988, the Australian Privacy Principles do not apply to an 

employee record. As a result, this Privacy Policy does not apply to the school’s 

treatment of an employee record, where the treatment is directly related to a current 

or former employment relationship between the school and the employee. 

Status: Review Supersedes: Previous  

Authorised by: School Governing Body Date of Authorisation: 18/04/2023 

References: • Australian Privacy Principles 

• Privacy Act 1988 (Cth) 

• Burnett Youth Learning Centre Child Protection and Procedures Policy 

• Burnett Youth Learning Centre Disability Discrimination Policy 

Review Date: Annually Next Review Date: 26/05/2024 

Policy Owner: School Governing Body 

 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 
 

 
 

https://www.oaic.gov.au/privacy/australian-privacy-principles
https://www.legislation.gov.au/Details/C2022C00361
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POLICY 
This Privacy Policy sets out how Burnett Youth Learning Centre (BYLC) manages personal information provided 

to or collected by it. The school is bound by the Australian Privacy Principles contained in the Privacy Act. The 

type of information the school collects and holds includes (but is not limited to) personal information, including 

health details and other sensitive information, regarding: 

• Student and parents and/or guardians before, during and after the course of a student’s enrolment at 

the school 

• Job applicants, staff members, volunteers and contractors 

• Other people who come into contact with the school (collectively, the “School Community”). 

Types of Information Collected 

The type of information BYLC collects and holds includes personal information about students and their parents 

and/or guardians ('parents') (before, during and after the course of a student's enrolment at the school), job 

applicants, staff members, volunteers, contractors and other people who come into contact with the school. 

Such personal information may include, but is not limited to: 

• Contact details 

• Personal interests, hobbies, current activities, academic profile 

• Employment history 

• Educational qualifications. 

BYLC may also collect sensitive information (as defined in the Privacy Act 1988) (such as medical information) 

about a student, parent/guardian, job applicant, staff member, volunteer or contractor. 

Personal Information you provide: 

BYLC will generally collect personal information held about an individual by way of forms filled out by parents or 

students, face-to-face meetings and interviews, emails and telephone calls. 

Where a child is 16 years of age or older, BYLC may seek to obtain the information directly from that student. All 

other privacy standards will apply to this information. 

Personal Information Provided by other People: 

In some circumstances BYLC may be provided with (or request) personal and/or sensitive information about an 

individual from a third party (for example a report provided by a medical professional or a reference from 

another school). If BYLC could have reasonably solicited that information from the individual using its standard 

information collection methods, BYLC will manage that information as if it had obtained that information directly 

from the individual and will not seek the consent of the individual. 

If BYLC did not request the information and could not otherwise have solicited it, BYLC will seek the consent 

of the individual to continue to hold it. If the individual does not give their consent; the information will be 

destroyed. 

Storage of Information 

Personal and sensitive information in the school’s possession will be stored: 

• Electronically in the school’s internal servers 
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• In hard copy on BYLC campus 

• By a third-party data storage provider. 

Students and Parents 
In relation to personal information of students and parents, BYLC’s primary purpose of collection is to enable 

the school to provide schooling to students enrolled at BYLC, exercise its duty of care, and perform necessary 

associated administrative activities, which will enable students to take part in all the activities of BYLC. 

The purposes for which BYLC uses personal information of students and parents include: 

• To keep parents informed about matters related to their child's schooling, through correspondence, 

newsletters and magazines 

• Day-to-day administration of BYLC 

• Looking after students' educational, social and medical wellbeing 

• Seeking donations and marketing for the school 

• to satisfy BYLC’s legal obligations and allow BYLC to discharge its duty of care. 

In some cases, where BYLC requests personal information about a student or parent, if the information 

requested is not provided, BYLC may not be able to enrol or continue the enrolment of the student or permit 

the student to take part in a particular activity. 

Job Applicants, Staff Members and Contractors 
BYLC’s primary purpose of collection is to assess and (if successful) to engage the applicant, staff member or 

contractor, as the case may be. 

The purposes for which BYLC uses personal information of job applicants, staff members and contractors 

include: 

• Assessing an applicant’s or potential contractor’s suitability for the job 

• Administering the individual's employment or contract, as the case may be 

• For insurance purposes 

• Seeking donations and marketing for BYLC 

• To satisfy the BYLC's legal obligations, for example, in relation to child protection legislation. 

Volunteers 
BYLC also obtains personal information about volunteers who assist BYLC in its functions or conduct 

associated activities, such as Community Associations, to enable BYLC and the volunteers to work together. 

 

Marketing and Fundraising 
BYLC treats marketing and seeking donations for the future growth and development of BYLC as an 

important part of ensuring that the school continues to provide a quality learning environment in which both 

students and staff thrive. 

Personal information held by BYLC may be disclosed to organisations that assist in the school's fundraising. 

BYLC’s Community may from time to time receive fundraising information. School publications, like newsletters 

and magazines, which include personal information, may be used for marketing purposes. 

If you would like to opt-out of direct marketing please contact the BYLC’s Reception. 
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Photography, Video and Audio Recordings 
BYLC Community acknowledges that photographs, in particular, play an important role in the life of BYLC, 

including for the preservation of BYLC history. Photographs and video/audio recordings of school community 

members may be taken during normal school activities, annual school/class/individual photographs, for 

student identification cards and during curricular, co-curricular and sporting activities, and also for other 

promotional purposes. BYLC Community members consent to the use and/or disclosure of photographs, 

video/audio by BYLC including for the purpose of keeping the school community informed about matters 

relating to the student or BYLC and for the purpose of promotions, marketing and fundraising. Individuals 

are free to discuss with BYLC’s Principal, the use of their image in such material. 

Camera surveillance operates at a list of fixed locations on BYLC grounds, to ensure public safety and for the 

investigation and prosecution of criminal offences. Footage will only be accessed by persons authorised to 

do so. Should an incident occur, footage may be provided to the Queensland Police Service for law 

enforcement purposes. Personal information will not be given to any other person or agency unless 

authorised or required by law. 

Disclosure of Personal Information 

BYLC may disclose personal information, including sensitive information, held about an individual. This may 

include to: 

• Another school 

• Government departments 

• Medical practitioners 

• People providing educational, support and health services to BYLC, including specialist visiting 

teachers, [sports] coaches, volunteers, counsellors and providers of learning and assessment tools 

• Assessment and educational authorities 

• Recipients of BYLC publications, such as newsletters and magazines 

• Parents 

• Anyone you authorise BYLC to disclose information to 

• Any other party as required by law. 

 

Sending Information Overseas 
BYLC does not routinely send personal information about an individual outside Australia. BYLC may disclose 

personal information about an individual to overseas recipients, for instance, when facilitating a school exchange 

or overseas trip. 

BYLC may also use online or ‘cloud’ service providers to store personal information and to provide services to 

BYLC that involve the use of personal information. 

BYLC will not send personal information about an individual outside Australia without: 

• Obtaining the consent of the individual 

• Otherwise complying with the Australian Privacy Principles or other applicable privacy legislation. 

Management and Security of Personal Information 
BYLC has in place steps to protect the personal information BYLC holds from misuse, interference and loss, 
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unauthorised access, modification or disclosure by use of various methods including locked storage of paper 

records and password access rights to computerised records. These methods include locked storage of paper 

records and access rights to computerised records limited to certain individuals. 

Privacy Officer 
BYLC has appointed a Privacy Officer, being a designated member of staff who fulfils the following roles: 

• Provide a ‘first point of contact’ for people with enquiries related to privacy matters at BYLC, including 

reports of data breaches, suspected or real 

• Provide information about BYLC policies and procedures for keeping personal information secure 

• Responsible for coordinating the Data Breach Response Plan: confirming, containing and keeping 

records of data breaches, conducting preliminary assessments, escalating and responding to data 

breaches 

• Key member of the Response Team, alerting them of any eligible data breaches 

• Undertake awareness-raising in the workplace about BYLC policies and procedures as appropriate. 

Unauthorised Access to Personal Information 

BYLC does not anticipate unauthorised access to personal information will occur, and takes all reasonable steps 

to ensure that it does not. 

If BYLC reasonably believes that unauthorised access to personal information has occurred amounting to an 

eligible data breach pursuant to the Privacy Act 1988, BYLC will conduct an investigation in accordance with 

Appendix 2 – Data Breach Response Plan. 

 

Access and Correction of Personal Information 
An individual has a legal right to request access to any information which BYLC holds about them and to 

request correction of any perceived inaccuracy (subject to the exclusions in the National/Australian Privacy 

Principles). 

To request access to, update or request the correction of a perceived inaccuracy please contact the Privacy 

Officer in writing: 

Letter addressed to: 
Privacy Officer 
Burnett Youth Learning Centre 
PO Box 4170 
Bundaberg South, Qld 4670 

 

Email: office@bylc.qld.edu.au 

Phone: 07-4159 5759 

BYLC may require you to verify your identity and specify what information you require. BYLC may charge a fee 

to cover the cost of verifying your application and locating, retrieving, reviewing and copying any material 

requested. If the information sought is extensive, BYLC will advise you of the likely cost in advance. 

Consent and Rights of Access to the Personal Information of Students 
BYLC respects every parent's right to make decisions concerning their child's education. Generally, BYLC will 

mailto:office@bylc.qld.edu.au
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refer any requests for consent and notices in relation to the personal information of a student to the student's 

parents. BYLC will treat consent given by parents as consent given on behalf of the student, and notice to 

parents will act as notice given to the student. 

BYLC may, at its discretion, on the request of a student grant that student access to information held by BYLC 

about them, or allow a student to give or withhold consent to the use of their personal information, 

independently of their parents. This would normally be done only when the maturity of the student and/or 

the student's personal circumstances so warranted. 

Enquiries and Complaints 
If you would like further information about the way BYLC manages the personal information it holds, or wish to 

complain that you believe that BYLC has breached the Australian Privacy Principles, please contact the Principal’s 

Office in writing. BYLC will investigate any complaint pursuant to the BYLC Complaints Policy and Procedures. 



     
 

 

APPENDIX 1 
Mandatory Notification of Eligible Data Breaches Summary 

 

Maintain Information Governance and Security – APP 1 and 11 
The Centre has an ongoing obligation to take reasonable steps to handle personal information in accordance with the APPs. This includes 

protecting personal information from misuse, interference and loss, and from unauthorised access, modification or disclosure. 

 
 

 

Suspected or known Data Breach 
 
 

Contain 

Contain a suspected known Data Breach where possible. 

 

 
Assess 

The school will consider whether the data breach is likely to result in serious harm to any 
of the individuals whose information was involved. If BYLC has reasonable grounds to 
believe this is the case, then this is an EDB and it must notify individuals affected and the 
Information Commissioner. If it only has grounds to suspect that this is the case, then it 
must conduct an assessment. As part of the assessment, the school consider whether 
remedial action is possible. The school will adopt the OAIC’s suggested three-stage process: 

• Initiate: plan the assessment and assign a Response Team or person; 

• Investigate: gather relevant information about the incident to determine what 
has occurred; 

• Evaluate: make an evidence-based decision about whether serious harm is likely 
(and document this). 

The school will endeavour to conduct this assessment expeditiously and, where possible, 
within 30 days. If it can’t be done within 30 days, the school will document why this is the 
case. 

Take Remedial Action 

Where possible, the school will 
take steps to reduce any potential 
harm to individuals. For example, this 
might involve taking action to recover 
lost information before it is accessed 
or changing access controls on 
accounts before unauthorised 
transactions can occur.  If remedial 
action is successful in making serious 
harm no longer likely, then 
notification is not required and the 
school can progress to the Review 
stage. 

 

 

NO Is serious harm still likely? YES 

 
Notify 

Where serious harm is likely, the school must prepare 
a statement for the Commissioner that contains: 

• the school’s identity and contact details 

• a description of the Data Breach 

• the kind/s of information concerned 

• recommended steps for individuals affected The 
school must also notify affected individuals, and inform 

them of the contents of this statement. 

There are three options for notifying: 
Option 1: Notify all individuals. 
Option 2: Notify only those individuals at risk of serious harm. 
If neither of these options are practicable: 
Option 3: publish the statement on the school’s website and 
publicise it. 
The school can provide further information in their notification, 
such as an apology and an explanation of what they are doing 
about the Data Breach. In some limited circumstances, an 
exception to the obligation to notify the individuals or the 
Commissioner may apply. 

 
 

 

Review 
Review the incident and take action to prevent future 
Data Breaches. This may include: 

• Fully investigating the cause of the Data Breach 

• Developing a prevention plan 

• Conducting audits 

• Updating security/response plan 

• Considering changes to policies and procedures 

• Revising staff training practices 

BYLC will also consider reporting the incident to other relevant 

bodies, such as: 

• police or law enforcement 

• other external or third parties (eg the ATO) 

• The Australian Cyber Security Centre and related agencies 

• professional bodies 

• Credit card companies or financial services providers
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APPENDIX 2 – Data Breach Response Plan 
In the event of a Data Breach, staff members must adhere to the four-step process set out 
below (as described in the Office of the Australian Information Commissioner's (OAIC) 
Notifiable Data Breaches scheme: Resources for agencies and organisations.) It is important 
that appropriate records and any evidence are kept of the Data Breach and the response. 
Legal advice should also be sought if necessary. 

Step 1 - Confirm, Contain and Keep Records of the Data Breach 
and do a Preliminary Assessment 

1. The staff member who becomes aware of the Data Breach or suspects a Data 

Breach has occurred must immediately notify the appropriate Privacy Officer. That 

person must take any immediately available steps to identify and contain the Data 

Breach and consider if there are any other steps that can be taken immediately to 

mitigate or remediate the harm any individual could suffer from the Data Breach. 

2. In containing the Data Breach, evidence should be preserved that may be valuable 

in determining its cause. 

3. The Privacy Officer must make a preliminary assessment of the risk level of the 

Data Breach. The following table sets out examples of the different risk levels. 

 

Risk Level Description 

High 
Large sets of personal information or highly sensitive personal 
information (such as health information) have been leaked externally. 

 
Medium 

Loss of some personal information records and the records do not 
contain sensitive information. 
Low Risk Data Breach, but there is an indication of a systemic problem in 
processes or procedures. 

 
Low 

A few names and school email addresses accidentally disclosed to 
trusted third party (e.g. where email accidentally sent to wrong 
person). Near miss or potential event occurred. No identified loss, 
misuse or interference of personal information. 

 

4. Where a High Risk incident is identified, the Privacy Officer must consider if any of 

the affected individuals should be notified immediately where serious harm is 

likely. 

5. The Privacy Officer must escalate High Risk and Medium Risk Data Breaches to the 

Response Team (whose details are set out at the end of this plan). 

6. If there could be media or stakeholder attention as a result of the Data Breach, it 

must be escalated to the Response Team.
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Step 2 - Assess the Data Breach and Evaluate the Risks Associated 
with the Data Breach Including if Serious Harm is Likely 

1. The Response Team is to take any further steps (i.e. those not identified in Step 1) 

available to contain the Data Breach and mitigate or remediate harm to affected 

individuals. 

2. The Response Team is to work to evaluate the risks associated with the Data Breach, 

including by: 

a. Identifying the type of personal information involved in the Data Breach 

b. Identifying the date, time, duration, and location of the Data Breach 

c. Establishing who could have access to the personal information 

d. Establishing the number of individuals affected 

e. Establishing who the affected, or possibly affected, individuals are. 

f. The Response Team must then assess whether the Data Breach is likely to 

cause serious harm to any individual whose information is affected by the 

Data Breach, in which case it should be treated as an Eligible Data Breach 

(EDB). 

3. The Response Team should also consider whether any of the limited exceptions 

apply to the Data Breach if it is otherwise an EDB. 

4. All reasonable steps must be taken to ensure that the assessment is completed as 

soon as possible and in any event within 30 days after they suspect there has been 

a Data Breach. 

Step 3 - Consider Data Breach Notifications 
1. The Response Team must determine whether to notify relevant stakeholders of 

the Data Breach, including affected individuals, parents and the OAIC even if it is 

not strictly an EDB. 

2. As soon as the Response Team knows that an EDB has occurred or is aware that 

there are reasonable grounds to believe that there has been an EDB, they must 

prepare a statement using the Notification Statement of an Eligible Data Breach 

form and submit it to the Information Commissioner. 

3. After completing the statement, unless it is not practicable, the Response Team 

must also take such reasonable steps to notify the contents of the statement to 

affected individuals or those who are at risk from the EDB. 

4. If it is not practicable to notify some or all of these individuals, the Response Team 

must publish the statement on their website, and take reasonable steps to 

otherwise publicise the contents of the statement to those individuals. 
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Step 4 -Take Action to Prevent Future Data Breaches 
1. The Response Team must complete any processes in Step 2 above that were not 

completed because of the delay this would have caused in proceeding to Step 3. 

2. The Privacy Officer must enter details of the Data Breach and response taken into a 

Data Breach log. The Privacy Officer must, every year, review the Data Breach log 

to identify any reoccurring Data Breaches. 

3. The Privacy Officer must conduct a post-breach review to assess the effectiveness 

of the Centre’s response to the Data Breach and the effectiveness of the Data 

Breach Response Plan. 

4. The Privacy Officer must, if appropriate, develop a prevention plan to address any 

weaknesses in data handling that contributed to the Data Breach and conduct an 

audit to ensure the plan is implemented. 

Response Team 
 

Role Second Contact Responsibility and Authority 

 
 
 
 
 
 
 
 
 
 
Principal – Jenny Lang 
 
jennyl@bylc.qld.edu.au 

 
 
 
 
 
 
 
 

Office Manager 

  office@bylc.qld.edu.au 

• Team Leader — who is responsible 
for leading the response team 

• Member of staff with overall 
accountability for privacy 

• Privacy Officer 

• Coordinate the team and provide 
support to its members 

• Human Resources (HR) support — if 
the breach was due to the actions of 
a staff member 

• Risk Management Support — to 
assess the risks from the breach 

• Media/communications expertise — 
to assist in communicating with 
affected individuals and dealing with 
the media and external 
stakeholders. 
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IT Support 
 
scotts@bylc.qld.edu.au 

 
 
 
 
 
 
Principal – Jenny Lang 
 
jennyl@bylc.qld.edu.au 

• Information and Records 
management expertise – to assist in 
reviewing security and monitoring 
controls related to the breach (for 
example: access, recordkeeping 
practices) and aid recording the 
response to the data breach. 

• Information and Communication 
Technology (ICT) support/forensics 
support — this role can help 
establish the cause and impact of a 
data breach that involved ICT 
systems. 
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APPENDIX 3 – Notification Statement of an Eligible Data Breach 
 

(e.g. risk of serious harm to individuals or school) 
Privacy Breach (Mandatory Reporting) 2018 
 
Contact Details: Privacy Officer 
   Burnett Youth Learning Centre Ltd, 
   3693 Goodwood Road Elliott 4670 
   Ph: 07-4159 7579 
   Email: office@bylc.qld.edu.au 
 
 
Details of the “Eligible Breach”:  
_______________________________________________________ 
 
 
 
 
Remedial Action taken:  
______________________________________________________________ 
 
 
 
 
Nature of possible serious harm:  
______________________________________________________ 
 
 
 
 
Who are the likely affected individuals?  
_________________________________________________ 
 
 
 
 
How many individuals may be affected?  
________________________________________________ 
 
 
 
 
 
 
 

mailto:office@bylc.qld.edu.au
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Is notification to individuals sufficient or does the school need to make a public notification 

via website or social media?  

____________________________________________________________ 

 
 
 
 
Future Actions:  
____________________________________________________________________ 
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APPENDIX 4 

Standard Collection Notice 
1.  BYLC collects personal information, including sensitive information about 

students and parents or guardians before and during the course of a student's 

enrolment at the school. This may be in writing or in the course of conversations. 

The primary purpose of collecting this information is to enable the school to 

provide schooling to students enrolled at BYLC, exercise its duty of care, engage in 

marketing/fundraising and perform necessary associated administrative activities, 

which will enable students to take part in all the activities of the school. 

2. Some of the information we collect is to satisfy BYLC’s legal obligations, 

particularly to enable the school to discharge its duty of care. 

3. Laws governing or relating to the operation of a school require certain 

information to be collected and disclosed. These include relevant Education Acts, 

and Public Health [and Child Protection] laws. 

4. Health information about students is sensitive information within the terms of 

the Australian Privacy Principles (APPs) under the Privacy Act 1988. We may ask 

you to provide medical reports about students from time to time. 

5. BYLC may disclose personal and sensitive information for educational, legal, 

administrative, marketing and support purposes. This may include to: 

— other schools and teachers at those schools 

— government departments (including for policy and funding purposes) 

— medical practitioners 

— people providing educational, support and health services to the school, 

including specialist visiting teachers, [sports] coaches, volunteers, and 

counsellors 

— providers of learning and assessment tools 

— assessment and educational authorities, including the Australian Curriculum, 

Assessment and Reporting Authority (ACARA) and NAPLAN Test 

Administration Authorities (who will disclose it to the entity that manages the 

online platform for NAPLAN); 

— people providing administrative and financial services to the school 

— anyone you authorise the school to disclose information to 

— anyone to whom the school is required or authorised by law, including child 

protection laws, to disclose the information. 
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6. Personal information collected from students is regularly disclosed to their parents 

or guardians. 

7. BYLC may use online or 'cloud' service providers to store personal information 

and to provide services to the school that involve the use of personal information, 

such as services relating to email, instant messaging and education and 

assessment applications. Some limited personal information may also be 

provided to these service providers to enable them to authenticate users that 

access their services. This personal information may reside on a cloud service 

provider’s server which may be situated outside Australia. Further information 

about the school 's use of online or 'cloud' service providers is contained in the 

BYLC Privacy Policy. 

8. BYLC’s Privacy Policy, accessible on the school 's website, sets out how parents or 

students may seek access to and correction of their personal information which 

the school has collected and holds. However, access may be refused in certain 

circumstances such as where access would have an unreasonable impact on the 

privacy of others, where access may result in a breach of the school 's duty of care 

to a student, or where students have provided information in confidence. Any 

refusal will be notified in writing with reasons if appropriate. 

9. The school 's Privacy Policy also sets out how parents and students can make a 

complaint about a breach of the APPs and how the complaint will be handled. 

10. BYLC may engage in fundraising activities. Information received from you may be 

used to make an appeal to you. [It may also be disclosed to organisations that 

assist in the school's fundraising activities solely for that purpose.] We will not 

disclose your personal information to third parties for their own marketing 

purposes without your consent. 

11. On occasions information such as academic and sporting achievements, student 

activities and similar news is published in BYLC’s newsletters and magazines, on 

our intranet [and on our website]. This may include photographs and videos of 

student activities such as sporting events, school camps and school excursions. 

BYLC will obtain permissions [at enrolment] from the student's parent or 

guardian (and from the student if appropriate) if we would like to include such 

photographs or videos [or other identifying material] in our promotional material 

or otherwise make this material available to the public such as on the internet. 

12. We may include students' and students' parents' contact details in a class list and 

school directory.  

13. If you provide BYLC with the personal information of others, such as doctors or 

emergency contacts, we encourage you to inform them that you are disclosing that 

information to the school and why.



Privacy Policy 

Burnett Youth Learning Centre 
 

BUS00050_Privacy Policy Version: 2  Issued: 10/01/2019 Next Revision: 26/05/2024 Page 17 of 20 

P:\1Operations\Public Relations\Quality Management\BYLC Documents\Operations\BUS00050_ Privacy Policy.docx 

 

 

APPENDIX 5 – Disclosure Statement to Students and Parents 

Counselling at Burnett Youth Learning Centre – Things You Should Know 
BYLC provides counselling services for its students as part of its pastoral care program. 

These are provided through counsellors/chaplains/youth workers employed by the school 

or by others working at the centre in a support capacity from an outside reputable 

agency/support service such as Artius or Headspace. 

Students are encouraged to make use of these services if they need assistance. There are 

however a number of things that students and their parents should know before using 

the counselling service. 

1. Students will attend counselling by invitation only and the decision to attend is the 

students. 

2. At any stage during the counselling service, the student is provided the chance to 

opt out. 

3. It is the intention of the school, that parents/guardians be involved in supporting 

the counselling needs of their child/ren. 

4. Records will be made of counselling sessions and if the 

counsellor/chaplain/youth worker is an employee, those records belong to the 

school, not the counsellor/chaplain/youth worker.  Counselling completed at the 

school by outside agencies/support services will keep their own records. 

5. BYLC is very conscious of the need for confidentiality between 

Counsellor/Chaplain/Youth Worker and student. However, at times it may be 

necessary for the Counsellor/Chaplain/Youth Worker to divulge the contents of 

discussions or records to the Principal if the Principal or the 

Counsellor/Chaplain/Youth Worker considers it necessary for the student's 

welfare to discharge the school's duty of care to the student. 

6. It is also possible that the Principal may need to disclose aspects of discussions 

with Counsellors/Chaplains to others in order to assist the student. 

7. Where a disclosure is made it would be limited to those who need to know, 

unless the student consents to some wider disclosure. 

8. We emphasise that disclosures (if any) would be very limited. However, if a 

student is not prepared to use the counselling services on the basis set out 

above the student will need to obtain counselling services from outside the 

school. 
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APPENDIX 6 

Community Association Collection Notice 
1. BYLC may collect personal information about you from time to time. The primary 

purpose of collecting this information is to enable us to inform you about our 

activities and the activities of the school and to keep Community members 

informed about other members. 

2. We must have the information referred to above to enable us to continue your 

membership of the BYLC Community. 

3. As you know, from time to time we engage in fundraising activities. The information 

received from you may be used to make an appeal to you. It may also be used by 

the school to assist in its fundraising activities. If you do not agree to this, please 

advise us now. 

4. We may publish details about you in relevant publications, on social media and 

our/the school's website. If you do not agree to this, you must advise us now. 

5. The BYLC Privacy Policy, accessible on the school's website, contains details of how 

you may seek access to and correction of your personal information which the 

school has collected and holds, and how you may complain about a breach of the 

Australian Privacy Principles. 

6. BYLC may use online or 'cloud' service providers to store personal information and 

to provide services to the school that involve the use of personal information, such 

as email services. Some limited personal information may also be provided to 

these service providers to enable them to authenticate users that access their 

services. This personal information may reside on a cloud service provider’s server 

which may be situated outside Australia. Further information about the school's use 

of online or 'cloud' service providers is contained in the BYLC Privacy Policy. 

7. If you provide us with the personal information of others, we encourage you to 

inform them that you are disclosing that information to the school and why. 
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APPENDIX 7 

Employment Collection Notice 
1. In applying for this position, you will be providing the school with personal 

information. We can be contacted at 3693 Goodwood Road Elliott 4670, 

Bundaberg QLD 4670. 

2. If you provide us with personal information, for example, your name and address 

or information contained on your resume, we will collect the information in order 

to assess your application for employment. We may keep this information on file 

if your application is unsuccessful in case another position becomes available. 

3. The BYLC Privacy Policy, accessible on the school's website, contains details of how 

you may complain about a breach of the Australian Privacy Principles and how you 

may seek access to and correction of your personal information which the school 

has collected and holds. However, access may be refused in certain circumstances 

such as where access would have an unreasonable impact on the privacy of others. 

Any refusal will be notified in writing with reasons if appropriate. 

4. We will not disclose this information to a third party without your consent unless 

otherwise permitted. We usually disclose this kind of information to the following 

types of organisations such as support vendors that provide services around 

administration systems and agencies including Blue Card Services. 

5. We may be required to conduct a criminal record check to collect information 

regarding whether you are or have been the subject of an Apprehended Violence 

Order and certain criminal offences under Child Protection laws. We may also 

collect personal information about you in accordance with these laws. 

6. BYLC may use online or 'cloud' service providers to store personal information and 

to provide services to the school that involve the use of personal information, such 

as email services. Some limited personal information may also be provided to 

these service providers to enable them to authenticate users that access their 

services. This personal information may reside on a cloud service provider’s server 

which may be situated outside Australia. Further information about the school's use 

of online or 'cloud' service providers is contained in the BYLC Privacy Policy. 

7. If you provide us with the personal information of others, we encourage you to 

inform them that you are disclosing that information to the school and why. 
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APPENDIX 8 

Contractor/Volunteer Collection Notice 
1. In offering, applying or agreeing to provide services to the school, you will be 

providing the school with personal information. We can be contacted 3693 

Goodwood Road, Elliott QLD 4670. 

2. If you provide us with personal information, for example your name and address 

or information contained on your resume, we will collect the information in order 

to assess your application. We may also make notes and prepare a confidential 

report in respect of your application. 

3. You agree that we may store this information for 5 years. 

4. The BYLC Privacy Policy, accessible on the school's website, contains details of how 

you may complain about a breach of the Australian Privacy Principles and how you 

may seek access to and correction of your personal information which the school 

has collected and holds. However, access may be refused in certain circumstances 

such as where access would have an unreasonable impact on the privacy of others. 

Any refusal will be notified in writing with reasons if appropriate. 

5. We will not disclose this information to a third party without your consent unless 

otherwise permitted to. We usually disclose this kind of information to the 

following types of organisations such as support vendors that provide services 

around administration systems and agencies including Blue Card Services. 

6. We may be required to conduct a criminal record check collect information 

regarding whether you are or have been the subject of an Apprehended Violence 

Order and certain criminal offences under Child Protection law. We may also collect 

other personal information about you in accordance with these laws. 

7. BYLC may use online or 'cloud' service providers to store personal information and 

to provide services to the school that involve the use of personal information, such 

as services relating to email, instant messaging and education and assessment 

applications. Some limited personal information may also be provided to these 

service providers to enable them to authenticate users that access their services. 

This personal information may reside on a cloud service provider’s server which 

may be situated outside Australia. Further information about the school's use of 

online or 'cloud' service providers is contained in the BYLC Privacy Policy. 

8. If you provide us with the personal information of others, we encourage you to 

inform them that you are disclosing that information to the school and why. 


